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date the loan was presented to DOE for 
payment or re-insurance. 

(b) The DOJ has exclusive jurisdic-
tion over the debts referred to it pursu-
ant to this section. DOE shall refrain 
from having any contact with the debt-
or and shall direct all debtor inquiries 
concerning the claim to the DOJ. DOE 
shall notify the DOJ immediately of 
any payments credited by DOE to the 
debtor’s account after referral of a debt 
or claim under this section. The DOJ 
shall notify DOE, in a timely manner, 
of any payments it receives from the 
debtor. 

§ 1015.503 Claims Collection Litigation 
Report. 

(a) Unless excepted by the DOJ, DOE 
shall complete the CCLR (see § 1015.301 
of this part), accompanied by a signed 
Certificate of Indebtedness, to refer all 
administratively uncollectible claims 
to the DOJ for litigation. DOE shall 
complete all of the sections of the 
CCLR appropriate to each claim as re-
quired by the CCLR instructions and 
furnish such other information as may 
be required in specific cases. 

(b) DOE shall indicate clearly on the 
CCLR the actions it wishes the DOJ to 
take with respect to the referred claim. 
The CCLR permits DOE to indicate 
specifically any of a number of 
litigative activities which the DOJ 
may pursue, including enforced collec-
tion, judgment lien only, renew judg-
ment lien only, renew judgment lien 
and enforce collection, program en-
forcement, foreclosure only, and fore-
closure and deficiency judgment. 

(c) DOE also shall use the CCLR to 
refer claims to the DOJ to obtain the 
DOJ’s approval of any proposals to 
compromise the claims or to suspend 
or terminate DOE collection activity. 

§ 1015.504 Preservation of evidence. 

DOE will take care to preserve all 
files and records that may be needed by 
the DOJ to prove its claims in court. 
DOE ordinarily will include certified 
copies of the documents that form the 
basis for the claim in the packages re-
ferring its claims to the DOJ for litiga-
tion. DOE shall provide originals of 
such documents immediately upon re-
quest by the DOJ. 

§ 1015.505 Minimum amount of refer-
rals to the Department of Justice. 

(a) DOE shall not refer for litigation 
claims of less than $2,500, exclusive of 
interest, penalties, and administrative 
costs, or such other amount as the At-
torney General shall from time to time 
prescribe. The DOJ promptly shall no-
tify DOE if the Attorney General 
changes this minimum amount. 

(b) DOE shall not refer claims of less 
than the minimum amount unless: 

(1) Litigation to collect such smaller 
claims is important to ensure compli-
ance with DOE’s policies or programs; 

(2) The claim is being referred solely 
for the purpose of securing a judgment 
against the debtor, which will be filed 
as a lien against the debtor’s property 
pursuant to 28 U.S.C. 3201 and returned 
to DOE for enforcement; or 

(3) The debtor has the clear ability to 
pay the claim and the Government ef-
fectively can enforce payment, with 
due regard for the exemptions avail-
able to the debtor under state and Fed-
eral law and the judicial remedies 
available to the Government. 

(4) DOE will consult with the Finan-
cial Litigation Staff of the Executive 
Office for United States Attorneys in 
the DOJ prior to referring claims val-
ued at less than the minimum amount. 
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GENERAL PROVISIONS 

§ 1016.1 Purpose. 
The regulations in this part establish 

requirements for the safeguarding of 
Secret and Confidential Restricted 
Data received or developed under an 
access permit. This part does not apply 
to Top Secret information since no 
such information may be forwarded to 
an access permittee within the scope of 
this regulation. 

§ 1016.2 Scope. 
The regulations in this part apply to 

all persons who may require access to 
Retricted Data used, processed, stored, 
reproduced, transmitted, or handled in 
connection with an access permit. 

§ 1016.3 Definitions. 
(a) Access authorization or security 

clearance. An administrative deter-
mination by the DOE that an indi-
vidual who is either a DOE employee, 
applicant for employment, consultant, 
assignee, other Federal department or 
agency employee (and other persons 

who may be designated by the Sec-
retary of Energy), or a DOE contractor 
or subcontractor employee and an ac-
cess permittee is eligible for access to 
Restricted Data. Access authorizations 
or security clearances granted by DOE 
are designated as ‘‘Q,’’ ‘‘Q(X),’’ ‘‘L,’’ 
‘‘L(X),’’ ‘‘Top Secret,’’ or ‘‘Secret.’’ For 
the purpose of this chapter only ‘‘Q,’’ 
‘‘Q(X),’’ ‘‘L,’’ and ‘‘L(X)’’ access au-
thorizations or clearances will be de-
fined. 

(1) ‘‘Q’’ access authorizations or 
clearances are based upon full field in-
vestigations conducted by the Federal 
Bureau of Investigation, Office of Per-
sonnel Management, or another Gov-
ernment agency which conducts per-
sonnel security investigations. They 
permit an individual to have access, on 
a ‘‘need to know’’ basis, to Top Secret, 
Secret, and Confidential Restricted 
Data, Formerly Restricted Data, Na-
tional Security Information, or special 
nuclear material in Category I or II 
quantities as required in the perform-
ance of duties. 

(2) ‘‘Q(X)’’ access authorizations or 
clearances are based upon the same full 
field investigations as described in 
§ 1016.3(a)(1), above. When ‘‘Q’’ access 
authorizations or clearances are grant-
ed to access permittees they are identi-
fied as ‘‘Q(X)’’ access authorizations or 
clearances and authorize access only to 
the type of Secret Restricted Data as 
specified in the permit and consistent 
with appendix A, 10 CFR part 725, 
‘‘Categories of Restricted Data Avail-
able.’’ 

(3) ‘‘L’’ access authorizations or 
clearances are based upon National 
Agency Checks and Inquiries (NACI) 
for Federal employees, or National 
Agency Checks (NAC) for non-Federal 
employees, conducted by the Office of 
Personnel Management. They permit 
an individual to have access, on a 
‘‘need to know’’ basis, to Confidential 
Restricted Data, Secret and Confiden-
tial Formerly Restricted Data, or Se-
cret and Confidential National Secu-
rity Information, required in the per-
formance of duties, provided such in-
formation is not designated 
‘‘CRYPTO’’ (classified cryptographic 
information), other classified commu-
nications security (‘‘COMSEC’’) infor-
mation, or intelligence information. 
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